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RESPUESTA 2017 08 22:

Se modificará el requerimiento para especificar que los comandos están sujetos al esquema de permisos como el resto de las capacidades de la aplicación. El concepto de usuario es general y por sobre el está el concepto de perfil o rol. La aplicación plantea un modelo de perfiles/roles y acciones. Se deben crear roles, a los roles se le asignan permisos y luego al usuario se le asigna uno o más roles. Dentro de los roles puede existir el rol con descripciones del tipo “operador”, “operador master”, etc. y estos roles contener la capacidad de comandar. Todas las acciones, entre la que se encuentra comandar el satélite, están sujetas a permisos y deben ser explícitamente asignadas al rol. Un usuario tiene ninguna acción disponible hasta que se le asigna por sistema.

Será el documento de operación el que identifique que roles son los mas convenientes para esta misión en particular. Un usuario con perfil/rol de “monitor” puede no tener la capacidad de comandar al satélite. En definitiva esto tiene que ver con la configuración del sistema. Así como todas las acciones están sujetas a permisos no se plantea restricciones por atributo o elemento, esta es una limitación del sistema. Si un usuario tiene permiso de comandar puede comandar cualquier satélite. Si un usuario tiene permiso para ver telemetría puede ver todas las variables y no solo un subconjunto. El lugar físico de operación no es un limitante ya que seria deseable que el satélite pueda ser operado naturalmente desde varios puntos sin necesidad de implementar interfaces adicionales.

Se modificarán los requerimientos para incluir sentencias que aclaren mejor como las siguientes, extraidas de otras misiones:,

The GS shall supervise IT enterprise security - The GS shall provide authentication services to all GS functions - The GS shall provide authorization services to all GS

En el documento CONOPS a presentar en PDR se especificarán los roles.